Synopsis
The book delves into specific details and methodology of how to perform security assessments against the SCADA and Industrial control systems. The goal of this book is to provide a roadmap to the security assessors such as security analysts, pentesters, security architects, etc. and use the existing techniques that they are aware about and apply them to perform security assessments against the SCADA world. The book shows that the same techniques used to assess IT environments can be used for assessing the efficacy of defenses that protect the ICS/SCADA systems as well.
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Customer Reviews
Poor quality figures (unreadable) and content had me regret taking a chance with this author. I wasn’t going to post a review until I got to Chapter 8 - basically a regurgitation from "Industrial Network Security" 2nd Edition by Eric Knapp and Joel Langill. I was mad at myself for getting fooled.
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